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Abstract of the contribution: This contribution adds texts for selecting of a Network Slice Instance during the PDU session establishment procedure to TS 23.502.
1. Introduction
In clause 5.15.5.2.1 in TS23.501, it describes a possibility that during the UE initial Registration request procedure, the AMF queries the NSSF for selecting a network slice instance and for determining the target AMF Set and the NRF by taking into account the “access technology” being used by the UE (see below highlighted texts from the aforementioned clause).
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Observation#1: A Network Slice Instance is selected based on the access technology being used by the UE.

Observation#2: The network function(s) located within the selected Network Slice Instance (e.g., SMF, UPF) is also selected based on the access technology being used by the UE. 
Observation#3: Determining the NRF within the selected Network Slice instance is optional.

In case, there is no selected NRF provided by the NSSF based on the observation#3 above, in order to allow selecting the right SMF (performed by the AMF) and the right UPF (performed by the SMF) based on the access technology being used by the UE, it is necessary to have the information of access technology being used by the UE as an addition factor for SMF/UPF selection. 

Proposal: It is proposed to add “access technology” currently being used by the UE as an additional factor for SMF selection and for UPF selection in clause 6.3.2 and clause 6.3.3 in TS23.501.
* * * First Change* * * *
6.3.2
SMF selection function

The SMF selection function is supported by the AMF and is used to allocate an SMF that shall manage the PDU Session.

The SMF selection function in the AMF shall utilize the Network Repository Function to discover the SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The NRF provides the IP address or the FQDN of SMF instance(s) to the AMF.
NOTE:
Protocol aspects of the access to NRF are specified in TS 29.xxx [n].
Editor's note:
Further detailing of the cases where SMF selection is not using NRF is FFS.

The SMF selection function in AMF is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the SMF selection:

-
Selected Data Network Name (DNN).

-
S-NSSAI.

-
Subscription information from UDM, e.g.
-
per DNN: whether LBO roaming is allowed

-
per S-NSSAI: the subscribed DNN(s)

-
per (S-NSSAI, subscribed DNN): whether LBO roaming is allowed
-
Local operator policies.

-
Load conditions of the candidate SMFs.
-
Access technology being used by the UE
Editor's note:
It is FFS what other information may be considered for SMF selection.

If there is an existing PDU Session for a UE to the same DNN and S-NSSAI used to derive the SMF, the same SMF may be selected. However, different SMF may be selected, for example, to support a SMF load balancing or to support a graceful SMF shutdown (e.g., a SMF starts to no more take new PDU sessions).
In the home-routed roaming case, the SMF selection function selects an SMF in VPLMN as well as an SMF in HPLMN.

If the UDM provides a DN subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the SMF selection function selects an SMF from the visited PLMN. If an SMF in VPLMN cannot be derived for the DNN and network slice, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then both a SMF in VPLMN and SMF in HPLMN are selected, and the DNN is used to derive an SMF identifier from the HPLMN.

Editor's note:
Impact on SMF selection for handovers between 3GPP and non-3GPP access is FFS

Editor's note:
Impact on SMF selection due to interworking with EPC is FFS
If the initially selected SMF in VPLMN (for roaming with LBO) detects it does not understand information in the UE request, it may reject the N11 message (related with a PDU session establishment request) with a proper N11 cause triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN (for home routed roaming).
6.3.3
User Plane Function Selection

The selection and reselection of the UPF are performed by the SMF by considering UPF deployment scenarios such as centrally located UPF and distributed UPF located close to or at the Access Network site. The selection of the UPF shall also enable deployment of UPF with different capabilities, e.g. UPFs supporting no or a subset of optional functionalities.

For home routed roaming case, the UPF(s) in home PLMN is selected by SMF(s) in H-PLMN, and the UPF(s) in visited PLMN is selected by SMF(s) in V-PLMN. The exact set of parameters used for the selection mechanism is deployment specific and controlled by the operator configuration, e.g. location information may be used for selecting UPF in some deployments while may not be used in other deployments.

The following parameter(s) may be considered by the SMF for the UPF selection:

-
UPF's dynamic load.

-
UPF's relative static capacity among UPFs supporting the same DNN.

-
UPF location available at the SMF.

-
UE location information.

-
Capability of the UPF and the functionality required for the particular UE session: An appropriate UPF can be selected by matching the functionality and features required for an UE.

-
Data Network Name (DNN).

-
PDU session type (i.e. IPv4, IPv6, Ethernet Type or Unstructured Type).

-
SSC mode selected for the PDU session.

-
UE subscription profile in UDM.

-
Routing destination of traffic (e.g. application location, DNAI).

-
Local operator policies.

-
S-NSSAI.
- 
Access technology being used by the UE
* * * End of First Change* * * *
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:


-	The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs, PLMN ID of the SUPI, location information, and possibly access technology being used by the UE.


-	Based on this information, local configuration, and other locally available information including RAN capabilities in the Registration Area, the NSSF does the following:


-	It selects the Network Slice instance(s) to serve the UE. When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI, based on operator's configuration, the NSSF may select one of them to serve the UE, , or the NSSF may defer the selection of the Network Slice instance until a NF/service within the Network Slice instance needs to be selected.


-	It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.


-	It determines the Allowed NSSAI, possibly taking also into account the availability of the Network Slice instances that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current registration area.


-	Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).


-	Additional processing to determine the Allowed NSSAI in roaming scenarios, as described in clause 5.15.6.


-	The NSSF returns to the current AMF the Allowed NSSAI and the target AMF Set, or, based on configuration, the list of candidate AMF(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI which were part of the Requested NSSAI.


 -	Depending on the available information and based on configuration, the AMF may query the NRF with the target AMF Set. The NRF returns a list of candidate AMFs.


Editor's note:	If the current serving AMF is not part of the target AMF Set, which NRF is to be queried to obtain the list of candidate AMFs is FFS.


-	If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.
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